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Abstract

Internet users such as individuals and organizations dnjesito different types of epidemic risks such as worms,
viruses, spams, and botnets. To reduce the probabilitykf @in Internet user generally invests in traditional sgcur
mechanisms like anti-virus and anti-spam software, sanegtialso known aself-defensenechanisms. However,
such software does not completely eliminate risk. Recentksvénave considered the problem of residual risk
elimination by proposing the idea alber-insuranceln this regard, an important research problem is the aizalys
of optimal user self-defense investments and cyber-imagr@ontracts under the Internet environment.

In this paper, we investigateo problems and their relationship: 1) analyzing optimal-sieifense investments
in the Internet, undeoptimal cyber-insurance coverage, where optimality is an insubgeative and 2) designing
optimal cyber-insurance contracts for Internet users,revl@decontract is a (premium, coverage) pair. By the term
‘self-defense investment’, we mean the monetary-cumauienary cost that each user needs to invest in employing
risk mitigating self-defense mechanisrgssenthat it is optimally insured by Internet insurance agendés propose
1) a general mathematical framework by which co-operatigragon-co-operative Internet users can decide whether
or not to invest in self-defense for ensuring both, indidband social welfare and 2) models to evaluate optimal
cyber-insurance contracts in a single cyber-insurermgptur results show that co-operation amongst users sesult
in more efficient self-defense investments than those inreaomperative setting, under full insurance coverage,
in an ideal single insurer cyber-insurance market, wheieawn-ideal single insurer markets of non-cooperative
users, partial insurance driven self-defense investnaeteptimal. We also show thexistenceof a cyber-insurance
market in a single cyber-insurer scenario.
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. INTRODUCTION

The Internet has become a fundamental and an integral paaraodaily lives. Billions of people nowadays are
using the Internet for various types of applications. Hogreall these applications are running on a network, that

was built under assumptions, some of which are no longed vati today’s applications, e,g., that all users on the
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Internet can be trusted and that there are no malicious elsnpeopagating in the Internet. On the contrary, the
infrastructure, the users, and the services offered onritezriet today are all subject to a wide variety of risks.
These risks include denial of service attacks, intrusidnsdous kinds, hacking, phishing, worms, viruses, spams,
etc. In order to counter the threats posed by the risks,netensel@ have traditionally resorted to antivirus and
anti-spam softwares, firewalls, and other add-ons to retheckelihood of being affected by threats. In practice, a
large industry (companies likdorton, Symantec, McAfeetc.) as well as considerable research efforts are centered
around developing and deploying tools and techniques tectitireats and anomalies in order to protect the Internet
infrastructure and its users from the negative impact ofathemalies.

In the past one and half decade, protection techniques frovari@ty of computer science fields such as
cryptography, hardware engineering, and software engimgdiave continually made improvements. Inspite of
such improvements, recent articles by Schnéier [28] andefsuh [2][3] have stated that it is impossible to achieve
a 100% Internet security protection. The authors attrittuteimpossibility primarily to four reasons: 1) new virgse
worms, spams, and botnets evolve periodically at a rapi@ pacd as result it is extremely difficult and expensive
to design a security solution that is a panacea for all rigkshe Internet is a distributed system, where the system
users have divergent security interests and incentivasgjng to the problem of ‘misaligned incentives’ amongst
users. For example, a rational Internet user might well 8#20 to stop a virus trashing its hard disk, but would
hardly have any incentive to invest sufficient amounts iruggc solutions to prevent a service-denial attack on a
wealthy corporation like an Amazon or a Microsoft [32]. Thtise problem of misaligned incentives can be resolved
only if liabilities are assigned to parties (users) that bast manage risk, 3) the risks faced by Internet users are
often correlated and interdependent. A user taking prioteeiction in an Internet like distributed system creates
positive externalities| [14] for other networked users timaturn may discourage them from making appropriate
security investments, leading to the ‘free-riding’ prabld6][10][20][22], and 4) network externalities affect the
adoption of technology. Katz and Shapirol[12] have analyhat externalities lead to the classic S-shaped adoption
curve, according to which slow early adoption gives way feidaleployment once the number of users reaches a
critical mass. The initial deployment is subject to userdigs exceeding adoption costs, which occurs only if a
minimum number of users adopt a technology; so everyonetmvgit for others to go first, and the technology
never gets deployed. For example, DNSSEC, and S-BGP areespmitocols that have been developed to better
DNS and BGP in terms of security performance. However, tralehge is getting them deployed by providing
sufficient internal benefits to adopting firms.

In view of the above mentioned inevitable barriers to 100%k ninitigation, the need arises for alternative
methods of risk management in the Internet. Anderson andrd[3) state that microeconomics, game theory, and

The term ‘users’ may refer to both, individuals and orgatiires.



psychology will play as vital a role in effective risk managent in the modern and future Internet, as did the
mathematics of cryptography a quarter century ago. In #gmnd,cyber-insurancds a psycho-economic-driven
risk-management technique, where risks are transferredthird party, i.e., an insurance company, in return for
a fee, i.e., thénsurance premiumThe concept of cyber-insurance is growing in importanceragst security
engineers. The reason for this is three fold: 1) ideally,exyibsurance increases Internet safety because the ¢hsure
increases self-defense as a rational response to the i@ductinsurance premiunt_[11][13][B0][85]. This fact
has also been mathematically proven by the authors in[[8R][2) in the IT industry, the mindset of ‘absolute
protection’ is slowly changing with the realization thatsalute security is impossible and too expensive to even
approach while adequate security is good enough to enabfeahdunctions - the rest of the risk that cannot be
mitigated can be transferred to a third party![19], and 3)ecyibsurance will lead to a market solution that will be
aligned with economic incentives of cyber-insurers andsug@dividuals/organizations) - the cyber-insurers will
earn profit from appropriately pricing premiums, whereasrsisvill seek to hedge potential losses. In practice,
users generally employ a simultaneous combination ofnigiigj mitigating, and insuring risks [29].

Sufficient evidence exists in daily life (e.g., in the formaafto and health insurance) as well as in the academic
literature (specifically focused on cyber-insuranc¢e) [A3][15][18][30] that insurance-based solutions are ubef
approaches to pursue, i.e., as a complement to other seme#sures (e.g., anti-virus software). However, cyber-
insurance has not yet become a reality due to a number of alneesresearch challenges as well as practical
considerations (as detailed below). A number of these ehgdis are rooted in the differences between cyber-

insurance and other forms of insurance. Specifically, thedeade:

« Networked environmenThe operation of systems and applications in a networkedra@mments leads to
new insurance challenges. Specifically, the network’s iy node connectivity, form of interaction among
the nodes, all lead to subsequent risk propagation chaisicts. This in turn implies that considerations of
interdependent security and correlated risk (among sygtnticipants) are significantly more complex in an
Internet-type environment. All this leads to challengemiodeling of network topologies, risk arrival, attacker
models, and so on.

« Information asymmetrylnformation asymmetry has a significant effect on most iaBoe environments,
where typical considerations include inability to distingh between users of different types as well as
users undertaking actions that affect loss probabilitgrafte insurance contract is signed. However, there
are important aspects of information asymmetry that ardéicodar to cyber-insurance. These include users
hiding information from insurers, users lacking infornaatiaout networked nodes, as well as insurers lacking
information about and not differentiating based on prosl{etg., anti-virus software) installed by users. All

this leads to challenges in modeling insurers and insuréitdesn



In this paper, we address the problem of pricing and investsni Internet security related to cyber-insurance-
driven risk management under a correlated, interdependedtinformation asymmetric Internet environment. Our
problem is important because 1) for cyber-insurance to lpilpo amongst Internet users, a market for it should
first exist, which in turn depends on the prices charged bycthmer-insurer (supply side) to its clients (demand
side) and the subsequent profits earned and 2) once a markeylder-insurance exists, Internet users would
want to invest optimally in self-defense investments, giigsurance coverage, so as to improve overall security.
Optimal user investments is important for two reasons: ¥@sting in self-defense mechanisms reduces a user's
probability of facing risk. Given that a user has cyber-nasice coverage, increase in user self-defense investments
reduces its premium charged by the cyber-insurer. Thusmip®rtant to characterize theppropriateamounts of
investments by a user in self-defense, as well as in cylserémce, such that it maximizes its utility and 2) many
distributed Internet applications like peer-to-peer fh@sng, multicasting, and network resource sharing erageir
co-operation between users to improve overall system pedoce. In regard to security investments, cooperation
invites an opportunity for a user to benefit from the posit'»(mrnalitH that its investment poses on the other users
in the network. However, its not evident that users investebavhen they cooperate compared to when they do
not, in regard to the network achieving greater overall 6gcun this paper, we want to study whether security
investments are more efficient under cooperation than undercooperation when it comes to achieving better
overall network security.

We make the following research contributions in this papefore stating them, we emphasize that they are
based on the expected utility theory model by von-NeumauiMorgenstern, which is the most widely used theory
for analyzing micro-economic models. We also assume in wilmodels the presence of only one cyber-insurer
providing service to its clients (Internet users).

1) We quantitatively analyze am-agent model, usin@otnetrisks as a representative application, and propose

a general mathematical framework through which Internetsisan decide 1) whether to invest and 2) how
much to invest in self-defense mechanisgisenthat each user is optimally insured w.r.t. insurer objextiv
in perfect single insurer cyber-insurance markets(seéd®€lil). Our framework entails each Internet user to
invest optimally in self-defense mechanisms in order torowp overall network security, and is applicable
to all risk types that inflict direct and/or indirect lossesusers.

2) For ideEH single insurer cyber-insurance markets, we perform a madkieal comparative study to show
that cooperation amongst Internet users results in bedtiédefense investments w.r.t. improving overall
network security when the risks faced by the users in thermeteare interdependent (see Secfioh IV). We
use basic concepts from both, cooperative and non coopeigdime theory to support the claims we make

2 An externality is a positive (external benefit) or nega¢rnal cost) impact on a user not directly involved in abnemic transaction.
3An insurance environment with no information asymmetrynlssn the cyber-insurer and the insured.



in Sections Tll andIV. Our results are applicable to bothoperative (e.g., distributed file sharing) as well
as non-cooperative Internet applications, where in bohliegtion types a user has the option to be either
co-operative or non-cooperative with respect to secusitrameters.

3) We derive optimal cyber-insurance contragimémium, coveragedairs) between the cyber-insurer and the
insured under both, ideal as well as non-ideal cyber-imag&nvironments, and show that a market for cyber-
insurance exists when there is a single cyber-insurer gimyiinsurance to all Internet users (see Sedtibn V.
While existing literature show that information asymmesdrieads to market failure, usimgechanism design
theory, we design robust cyber-insurance contracts thatusat for information asymmetries, maximize cyber-

insurer profits, and are in market equilibrium.

Through our contributions, we jointly address an economicblem of both, the supply side (cyber-insurer) as well
as the demand side (cyber-insured) and study the relaifpbsttween the two, i.e., we study the effect that prices
set in a cyber-insurance contract has on the self-defenestment of an Internet user. For ease of presentation,
we first address the investment problem of Internet user ruadgiven cyber-insurance contract followed by the
problem of pricing optimal cyber-insurance contracts. Vietlis because cyber-insurers are the first movers and

account for optimal self-defense investments of Interrsersi when designing optimal insurance contracts.

Il. RELATED WORK

The field of cyber-insurance in networked environments lasltriggered by recent results on the amount of indi-
vidual user self-defense investments in the presence wfonkeexternalities. The authors inl [6][10][1B][17][20RP
mathematically show that Internet users invest too litilseélf-defense mechanisms relative to the socially efficien
level, due to the presence of network externalities. Thesegksvjust highlight the role of positive externalities
in preventing users for investing optimally in self-deferisvestments. Thus, the challenge to improving overall
network security lies in incentivizing end-users to inviessufficient amount of self-defense investments inspite of
the positive externalities they experience from other sigetthe network. In response to the challenge, the works
in [16][17] modeled network externalities and showed th&pping phenomenon is possible, i.e., in a situation of
low level of self-defense, if a certain fraction of poputetidecides to invest in self-defense mechanisms, it could
trigger a large cascade of adoption in security featuresetly strengthening the overall Internet security. Howeve
they did not state how the tipping phenomenon could be mdliz practice. In a series of recent worksl|[15][18],
Lelarge and Bolot have stated that under conditions ahfmrmation asymmetrfd][8] between the insurer and the
insured, cyber-insurandecentivizednternet user investments in self-defense mechanism&hgaving the path
to trigger a cascade of adoption. They also show that investignin both self-defense mechanisms and insurance

schemes are quite inter-related in maintaining a socidflgient level of security on the Internet.



Inspite of Lelarge and Bolot proposing the role of cybemiasice for networked environments in incentivizing
increasing user security investments, its common knovdetgt the market for cyber-insurance has not blossomed
with respect to its promised potential. Most recent workE][l# have attributed the underdeveloped market for
cyber-insurance due to Interdependent security2. correlated risk and 3.information asymmetriesThus, the
need of the hour is to develop cyber-insurance solutionsilsimeously targeting these three issues and identify
other factors that might play an important role in promotagleveloped cyber-insurance market. The works in
[B1][15][18] [[7] touch upon the notion of information asynetny and the effect it has on the insurance parameters,
however none of the works explicitly model information asyetry. In relation to tackling information asymmetry,
the authors in [21][7[[15] propose the concept of premiuffedentiation and fines, but none of the works provide an
analytical model to strengthen their point. In additionwark considers the cooperative and non cooperative nature

of network users and the effect this has on the overall lef/gkeourity and appropriate self-defense investments.

I1l. A M ATHEMATICAL FRAMEWORK FORSELF-DEFENSEINVESTMENTS

In this section, we propose a general mathematical frameviar deciding on the appropriate self-defense
investment of an Internet user, undeptimal cyber-insurance coverage, in ideal single insurer cyhsurance
markets. Here, we assume that Internet users could buyaimseirfrom entities like Internet service providers
(ISPs) to cover the risks posed by botHeE-zor instance, the coverage could be in the form of money ateption
against lost data/reputation. Our framework is applicdbldirect/indirect risks, those that are caused by worms,
viruses, and botnets. Direct risks result when threats asatorms, viruses, and botnets infect machines (computing
device) that lack a security feature, whereas indirecteeggsult due to the contagion process of one machine

getting infected by its neighbors.

A. Model Description

We considermn identica@ rational risk-averse users in a network, i.€(U(w)) < U(E(w)), wherew is the
wealth possessed by a user. We assume the users to be cveperat variable degree, i.e, the network supports
Internet applications where users cooperate with othersuieesome capacity with the intention to improve overall
system performance but may or may not cooperate entirely.uBlers could either voluntarily cooperate by sharing
information with other network users regarding self-defemvestments, or be bound to cooperate due to a network
regulation, which requires participating users to shalfededense investment information. The users may alsodgeci
not to cooperate at all depending on the nature of appliecatiBach user has initial wealtly and is exposed to a

4Cyber-insurance providers could also be third-party aigsnether than ISPs or the government.
SWe assume identical users to ensure tractable analyses.



substantial risk of size? with a certain probabilitypy. (Here, risk represents the negative wealth accumulated by
a user when it is affected by Internet threats.)

A user investing in self-defense mechanisms reduces ikspigbability. For an amount, invested in self-
defense, a user faces a risk probabilitypét), which is a continuous and twice differentiable decreasgimgtion
of investment, i.ep/(x) < 0, p”(x) > 0, limy—oop(x) = 0, andlim,_,p' () = 0. The investment: is a function
of the amount of security software the user buys and theteff@pends on maintaining security settings on its
computing device. In addition to investing in self-defemsechanisms, a user either finds it optimal to buy either
full or partial cyber-insurance coverage at a particular premium to eéteirits residual risk. The premium and
coverage applicable to users are determined through dptiph@r-insurance contracts that we will investigate in
Sectior VY. A usedoes notbuy insurance for high probability low risk events becausthése events are extremely
common and does not cause sufficient damage to demand insuwsalutions and 2) the insurance company also
has reservations in insuring every kind of risk for profit poses. We also assume for the moment that there
exists markets for cyber-insurance, i.e., cyber-inswgatengthens overall network security and there existereyb
insurance contracts that are in market equilibrium. We shilbw in Sectiorh V that markets can be made to exist
for single-insurer cyber-insurance environments.

An Internet user apart from being directly affected by ttsemnay be indirectly infected by the other Internet users.
We denote the indirect risk facing probability of a uﬁersq(?_,-,n), where @ _; = (1, e i1y L1y eeees Tpy)
is the vector of self-defense investments of users other th&n indirect infection spread is either ‘perfect’ or
‘imperfect’ in nature. In a perfect spread, infection spleffom a user to other users in the network with probability
1, whereas in case of imperfect spread, infection spreanfs & user to others with probability less than 1. For
a perfect information spreag(# _;,n) = 1 — ]_[;L:Lj#(l — p(z;)), whereas in the case of imperfect spread,
¢(@_in) <1-— ]_[;L:Lj#(l — p(x;)). In this paper, we consider perfect spread only, withous loEgenerality
because the probability of getting infected by others indage of imperfect spread is less than that in the case of
perfect spread, and as a result this case is subsumed bysthlits raf the perfect spread case. Under perfect spread,
the risk probability of a uset is given as

n
plai) + (1= p(2:))q(@ —i,n) =1 - [[Q - p(x;)) @)
j=1

and its expected final wealth upon facing risk is denoted@s x; — (1 — ]_[;?:1(1 —p(xj))-IC)— R+ IC, where
(1 =TIj=,(1 = p(zy)) - IC is the premium andC' denotes the insurance coveragéhe aim of a network user is
to invest in self-defense mechanisms in such a manner soath&y maximize its expected utility of final wealth,

or maximize the expected utility of net wealth in the netweglstem, depending on the nature of the application.

8For full insurance coverag® = IC.



B. Mathematical Framework for Full Insurance Coverage

In this section, we assume full cyber-insurance coveragkmopose a general mathematical framework for
deciding on the appropriate self-defense investment oierriet user. It has been proved inl[33] that under fair
premiums and in ideal insurance environments, a user fisdspitimal to buy full coverage. In other situations, a
user might buy full coverage but it might not be optimal faeeif as it may end up paying unfair premiums to the
insurer, who does not want to make negative profits. Thus,sserae here that full coverage is optimal for users
under ideal cyber-insurance environments, given thatsuseuld only want to be charged fair premiums.

We model the following risk management scenarios: (1) udersot cooperate and do not get infected by other
users in the network, (2) users cooperate and may get infdnteother users in the network, (3) users do not
cooperate but may get infected by other users in the netvearlt,(4) users cooperate but do not get infected by
other users in the network. We note that Case 4 is a specialafaSase 2 and thus is subsumed in the results of
Section I[-B2. Scenarios 2 and 3 are realistic in the Iréémhere risks do spread even though applications may
or may not allow co-operation. Scenarios 1 and 4 are ideatisises and are analyzed for pathological reasons as
well as for purposes of comparison with scenarios 2 and 3. wptimal self-defense investments.

1) Case 1: No Cooperation, No Infection Spreaéhder full insurance, the risk is equal to the insurance cye,
and users determine their optimal amount of self-defensestment by maximizing their level of final wealth, which
in turn is equivalent to maximizing their expected utility wealth [9]. We can determine the optimal amount of
self-defense investment for each ugéeby solving for the value ofp that maximizes the following constrained
optimization problem:

argmaz,, FW;(z;) = wg — x; — p(x;))R— R+ IC

or

argmazy, FWi(z;) = wo — x; — p(z;) R

subject to

0 < p(x;) < po,

where F'W; is the final wealth of usei and p(z;)R is the premium for full insurance coverage. Taking the first

and second derivatives dfWW; with respect tar;, we obtain
FWj(z;) = —1—p'(z;)R (2

and

FW{(x;) = —p"(z;)R <0 3)



Thus, our objective function is globally concave. I:né{’t be the optimal:; obtained by equating the first derivative

to 0. Thus, we have:

P(E™)R = 1. @)

)

Economic InterpretationThe left hand side (LHS) of Equationl(4) is the marginal benefiinvesting an
additional dollar in self-protection mechanisms, wher#gsright hand side (RHS) denotes the marginal cost of
the investment. A user equates the LHS with the RHS to deteriits self-defense investment.

Conditions for InvestmentiVe first investigate the boundary costs. The user will notsier investing in self-

defense ifp’(0) R > —1 because its marginal cost of investing in any defense mésinane., -1, will be relatively

opt
%

equal to or lower than the marginal benefit when no investroentrs. In this case;;”” = 0. If the user invests

such that it has no exposure to risK”" = co. Whenp/(0)R < —1, the costs do not lie on the boundary, i.e.,

opt
%

0 < 2" < oo, and the user invests to partially eliminate risk (see Equad)).

2) Case 2: Cooperation, Infection Spreadnder full insurance coverage, usér expected final wealth is given
by
FWi = FW (2;, 7 i) =wo — 2 — (1= [J(1 = p(z)))R (5)
j=1

When Internet users co-operate, they jointly determine thgtimal self-defense investments. We assume that co-
operation and bargaining costs are nil. In such a case, diogoto Coase theorem [26], the optimal investments
for users are determined by solving for the socially optimakstment values that maximize the aggregate final

wealth (AFW) of all users. Thus, we have the following coasted optimization problem:

n

argmaz,, » AFW =nwy — Z% —n(l— H(l —p(z;))R
i=1 j=1

0 < pi(z;) < po, Vi

Taking the first and the second partial derivatives of thereggfe final wealth with respect tg, we obtain

ii (AFW) = —1 — np/(x;) | H ‘(1 —p(x;))R (6)
J=1j#i
and
2 n
! j=1,j#i

The objective function is globally concave, which impliée texistence of a unique solutiorjpt(?_i), for each

—
7 _;. Our maximization problem is symmetric for all and thus the optimal solution is given by" (z*") =

—1

—
opt

e
—-J

; ) for all j =2,....,n. We obtain the optimal solution by equating the first deieato zero, which gives
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us the following equation

np (@7 -3) [ (- p:)R=-1 (8)

J=1j#i

Economic InterpretationThe left hand side (LHS) of Equatioq](8) is the marginal benafiinvesting in self-
defense. The right hand side (RHS) of Equatioh (8) is the makgost of investing in self-defense, i.e., -1. We
obtain the former term of the marginal benefit by internalizithe positive externaIHy i.e., by accounting for
the self-defense investments of other users in the netwidrk.external well-being posed to other users by udser
when it invests an additional dollar in self-defense-ig'(z;) H;.L:L#i(l — p(z;)). This is the amount by which
the likelihood of each of the other users getting infectetkduced, when usedrinvests an additional dollar.

Conditions for Investmentf np'(0) [T}, ;;(1 —p(z;))R > —1, it is not optimal to invest any amount in self-
defense because the marginal cost of investing in defenskanesms is relatively equal to or less than the marginal

benefit of the joint reduction in risks to individuals when impestment occurs. In this case, the optimal value is

opt
%

a boundary investment, i.ex?”' (7 _;) = 0. If the user invests such that it has no exposure to m§f¥ =o00. In
cases wherep’(0) [[7_, ;.;(1 —p(z;)) R < —1, the optimal probabilities do not lie on the boundary anduber
invests to partially eliminate risk (see Equation (8)).

3) Case 3: No Cooperation, Infection Spreadle assume that users do not co-operate with each other on the
level of investment, i.e., users are selfish. In such a casegptimal level of self-defense investment is the pure
strategy Nash equilibria of the normal form garé= (N, A, u;(s)), played by the users|[5]. The game consists of
two players, i.e.|N| = n; the action set of7 is A = [[;"; xA;, whereA4; ¢ [0, ], and the utility/payoff function
u;(s) for each player is their individual final wealth, wheree []?" ; xA;. The pure strategy Nash equilibria of
a normal form game is the intersection of the best responsgtifuns of each user[5].

We define the best response function of u’senfest(?_i), as

a2t (T ) eargmazy,, FWi(zi, 7 ),

2

where
FWi(wi, @ i) = wo — 2 — (1= [[(1 = p(z))R ©)
j=1
Taking the first and second partial derivative oW (z;, ?_i)with respect tar; and equating it to zero, we obtain
0 , =
D (FWi(z:, @) = —1—p(@) [ (01—p(=)R (10)
! j=1.j#i

"Internalizing a positive externality refers to rewardingiger, who contributes positively and without compensatiorthe well-being of
other users, through its actions.
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and

2 n
%(FVVZ(QCZ, 7)) = —p"(x:) H (1—p(z;)R<0 (11)
! j=1,5#i

Thus, our objective function is globally concave, which lrep a unique solutiorxf@st(7_i) for each @ _;. We
also observe that a particular usés strategy complements usgis strategy for allj, which implies that only

symmetricpure strategy Nash equilibria exist. The optimal investinfen user: is determined by the following

equation:
_ai- (FWi(xs, 7 —)) = =1 — () | | (1 —p(x;))R=0 (12)
‘ i=Lj#i

Economic InterpretationThe left hand side (LHS) of Equatioh (12) is the marginal bigré investing in self-
defense. The right hand side (RHS) of Equatiod (12) is thegimar cost of investing in self-defense, i.e., -1. Since
the users cannot co-operate on the level of investment frdeédnse mechanisms, it is not possible for them to
benefit from the positive externality that their investngepose to each other.

Conditions for Investmentf p’(0) H?:Lj#(l —p(z;))R > —1, it is not optimal to invest any amount in self-
defense because the marginal cost of investing in defensbansms is greater than the marginal benefit of the
joint reduction in risks to individuals when no investmermtors. In this case, the optimal value is a boundary
investment, i.e.xfest(?_i) = 0. If the user invests such that it has no exposure to n't%f?, = oo. In cases where
P(0)[T7—y j (1 — p(z;))R < —1, the optimal probabilities do not lie on the boundary and tiser invests to
partially eliminate risk (see Equatioh_(12)).

Multiplicity of Nash Equilibria: Due to the symmetry of our pure strategy Nash equilibria drdimcreasing
nature of the best response functions, there always existsdd number of pure-strategy Nash equilibria, i.e.,

abest(best) = ghest(best) for all j =2,... n.

C. Optimal Investments Under Partial Insurance Coverage

In this section, we analyze the situation of optimal sefiedse investments when the cyber-insurance agency
finds it optimal to provide partial coverage to its clienthigsituation arises mainly due to conditions of informatio
asymmetry in the insurance environment, when partial @meis necessary to ensure a market for cyber-insurance
(see Sectioh V). We only assume the realistic case of infoomasymmetry arising in a non-cooperative Internet
environment as co-operative Internet users would wanebsealfare and would not generally want to hide relevant
details from the cyber-insurer.

1) Case A: No Co-operation, No Infection Spreddhder partial insurance, users determine their optimaluarno

of self-defense investment by maximizing their expectddyuof final wealth, which isnot equivalent to maximizing
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the expected final wealth|[9]. Thus, we have to perform outysiabased on utility functions rather than based
on the expected value of final wealth.

Let U() be an increasing and concave utility function for each usehé network such thdf’ > 0 andU” < 0.
We can determine the optimal amount of self-defense investifior each user by solving for the value op; that

maximizes the following constrained optimization problem
argmaz, UFW (p;) = U(wo — z(po — pi) — pi - (R — D))
0 < pi < po,

where U FW is the utility of final wealth of a user;(Ap), a function of the difference g, and p;, represents
useri's cost of reducing the risk probability fromy to p;, Ap = pg — p;, and0 < D < R is the deductible in
cyber-insurance. We assume thais monotonically increasing and twice differentiable wittD) = 0, z'(0) > 0,
andz”(0) > 0, andp; - (R — D) is the actuarially fair premium for useis partial insurance coverage.

2) Case B: No Co-operation, Infection Spreddinder conditions of infection spread in a non-cooperatiterhet

environment, usei’'s expected utility of final wealth when a deductible Bfis imposed on itself is given as

UFWi:UFWi(pi,p_Z’,D) =a+f, (13)
where
a= H(1 —pi)U(wo — z(Ap;) — P(D)) (14)
i=1
and
B=1-]]1—pj)U(wo—x(po — pi) — P(D) — D) (15)
j=1

We defineP(D) as the actuarially fair premium, and it is expressed as
H 1—pj)(R—D) (16)

Since there is spread of infection and that the Internetrenment is non co-operative, we have a non co-operative
game of self-defense investments between the Interned.08lerdenote the best response of userder a deductible

as the solution to the following constrained optimizatiaokgem:
bestD
P (p—i, D) e argmaz,,UFW (pi, p—i)
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The intersection of the best responses of the users formethef Nash equilibria of the investment game.

IV. COMPARATIVE STUDY

In this section, we compare the optimal level of investmemtder full cyber-insurance coverage in the context
of various cases discussed in the previous section. We aizghhere that greater the self-defense investments
made by a user, better it is for the security of the whole netwOur results are applicable to Internet applications

where a user has the option to be either co-operative or nopearative with respect to security parameters.

A. Case 3 versus Case 1

The following lemma gives the result of comparing Case 3 aadeCl.

Lemma 1. If Internet users do not co-operate on their self-defensestments (i.e., do not account for the
positive externality posed by other Internet users), in Bagh equilibrium in Case 3, the users inefficiently under-
invest in self-defense as compared to the case where usarstdmoperate and there is no infection spread.
Proof. In Case 1, the condition for any usémot investing in any self-defense isp/(0)R < 1. The condition
implies that—1 — p'(0) [T}, ;.;(1 — p(z;))R < 0 for all 2 _;. The latter expression is the condition for non-
investment in Case 3. Thus, for all use’rSr;’ = 0in Case 1 |mpI|es:cbest = 0 in Case 3, i.e. ,TOPt(TP%) =

7

—

xbest(ghest) = 0,Vi. The condition for optimal investment of usérin Case 1 is—1 — p/(z;)R = 0. Hence,

—1 = p'(#:) [1}=1 j (1 = p(z;))R < 0, for all z_;. Thus, in situations of self-investment for ugerr?” > 0 in
— ——

Case 1 implied) < zbest < 2%, for all z_;, in Case 3, i.e.x?” (%) > abest(zPt) > 0,Vi. Therefore, under

non-cooperative settings, a user always under-investslfrdefense mechanismill

B. Case 3 versus Case 2

The following lemma gives the result of comparing Case 3 aade2.

Lemma 2. Under environments of infection spread, an Internet usepperating with other users on its self-
defense investment (i.e., accounts for the positive eadigrmosed by other Internet users), always invests attleas
as much as in the case when it does not co-operate.

Proof. In Case 2, the condition for any usémot investing in any self-defense mechanism-is — np’(0)(1 —
p(0))"~1R < 0. The condition also implies that1 — np’(0)(1 — p(0))"~'R < 0. The latter expression is the
condition in Case 3 for an Internet user not investing in alftdefense mechanism. Thus, for all usﬁrsj”t =0
in Case 2 impliesz?** = 0, for all Nash equilibrium in Case 3, |ea;°pt(7>pt) = xfest(@) = 0,Vi. The

(2

. . . . f opt T% opt T?ﬁ
condition for optimal investment of each usein Case 2 is—1 — np/ (2" (2 )(1 — p(z¥ (x°%))" 'R = 0. The

—1 K3

: . . 7/ _opt T% opt T% 1 opt T% best ( .best .
latter expression implies-1 — p/ (27" () (1 — p(z”" (27))" 'R < 0. Hencex " (z)) > 75! (x¢f") > 0, Vi.

—1 7 3
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Therefore, under environments of infection spread, a us€aise 3 always under invests in self-defense mechanisms

when compared to a user in CasellP.

C. Case 2 versus Case 1

The following lemma gives the result of comparing Case 2 aadeCl.

Lemma 3. In anyn-agent cyber-insurance model, wher@) < 1 — "*\1/%, it is always better for Internet users
to invest more in self-defense in a co-operative setting imfiection spread than in a non-co-operative setting with
no infection spread.

Proof. In Case 1, the condition for any usémot investing in any self-defense isp’(0)R < 1. The condition

—

implies that—1 — np/(0)(1 — p(0))* 'R < 0 for all py < 1 — "+/1. Thus, for alli, " (%) = 0 in Case 1
—

implies x"pt( "pt) >0 in Case 3 if and only ifpy < 1 — "7{/. In situations of non-zero investment

—1 = np/ (2 (2 —0))(1 = p(x: (7 -))" R > =1 — pl(:(T 3)), Vi, Vs (7 ),
if and only if p(z;(2'_;)) <1— "{/%. Hence,

L opl L opt L opl
=1 —np/ (@ (27) (1 = p(a” (22))" " HR > =1 = p (a7 (27)), Vi,

7 —1 7 —1

wherem(’pt(Tpt)) is the optimal investment in Case 2. Since the expected firalttv of a user in Case 1 is concave
in (7 _;), m?”t(mT_)”f) in Case 2 is greater th&mfpt(?pf) in Case 1. Thus, we infer that investments made by
users in Case 2 are always greater than those made by usees@10when the risk probability is less than a
threshold value that decreases with increase in the nunfdetaynet users. Hence, in the limit as the number of
users tends towards infinity, the lemma holds forgll

The basic intuition behind the results in the above threeramis that internalizing the positive effects on other
Internet users leads to better and appropriate self-defewsstments for users. We also emphasize that our result
trends hold true in case of heterogenous network users bedaaspective of the type of users, co-operating on
investments always leads to users accounting for the petiternality and investing more efficiently. The only
difference in case of heterogenous network user scenaniaisl e the value of probability thresholds i.g(0)
(this value would be different for each user in the netwotkjder which the above lemmas hold.

Based on the above three lemmas, we have the following theore

Theorem 1. If Internet users cannot contract on the externalities, imya\Nash equilibrium, Internet users
inefficiently under-invest in self-defense, that is coragao the socially optimal level of investment in self-deéen

In addition, in any Nash equilibrium, a user invests less aff-defense than if they did not face the externality.

Furthermore, ifp(0) < 1 — "7 % the socially optimal level of investment in self-defersskigher compared to
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the level if Internet users did not face the externality.
Proof. The proof follows directly from the results in Lemmas 1, 2déh i

The theorem implies that when negotiations could be cawigidby a regulator (ex., an ISP) amongst Internet
users in a cooperative setting, inevitable network extéiescould be internalized and as a result users who benefit
from the externality would be required to invest considérab self-defense investments, thereby improving overall
network security. The negotiations cannot not be conduatednon-cooperative setting and as a result users would

not pay for the benefits obtained from the positive extetiesali thereby investing suboptimally.

V. OPTIMAL CYBER-INSURANCE CONTRACTS

In this section, we discuss the problem of optimal insuracostracts. We make two contributions in this
section: 1) we derive optimal cyber-insurance contractdeurdeal insurance environments when no information
asymmetry exists between the cyber-insurer and the insamed2) we derive optimal cyber-insurance contracts
under information asymmetry environments and show that ekehaxists for monopolistic insurance scenarios.
Once optimal contracts are set by the cyber-insurance @ggroternet users decide on their optimal self-defense

investments given the optimal contracts.

A. Optimal Cyber-Insurance Contracts Under No Informatidsymmetry

The main goal of this section is to derive optimal cyber-nasice contracts between the insurer and its clients
under conditions of no information asymmetfgr(perfect insurance markétswhere the insurer could have either
a social welfare maximizing mindset or a profit maximizinghaget. When an insurer has a social welfare mindset,
it does not care that much about making business profits ase$ dbout insuring people so as to increase the
population of users investing in self-defense mechanistadard to think of any commercial organization in the
modern world who would want to provide service without thimk of profits. However, if ISPs would be a cyber-
insurance agency, it would want to secure itself, being aprgimg and networking entity. Given that an ISP is an
eyeballand the sink for many end-user flows, it would have a strongaedo ensure high security amongst its
clients as a primary objective, in order to strengthen its @&curity.

1) Model: We assume that Internet users are uniformly distributedhenline segment [0,1], i.e., the location
pe|0,1] of a particular user on the unit interval denotes its prolitglaf facing a substantial risk of siz&. This
is the risk a user facesfter some initial investments, which are precautionary effbdth in the monetary, as well
as in the non-monetary sense. We assume that the ISP (or la@yinesurance agency) could have an estimate of
this risk probability via the answers to some general qaestie.qg., the type of anti-virus protection one uses, the
security mindset of a user, and some basic general knowlefltyfeernet security) it requires its potential clients

to answer before signing up for service, and from the netwoplology. The network topology gives information
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about the node degrees, which in turn helps determine theapiiity of each user being affected by threats. Apart
from the probability of facing risk, the Internet users asswamed to be homogenous in terms of their initial wealth
w and the sizeR of risk faced, where a risk represents the negative wealtiuraalated by a user when it is
affected by Internet threats. We assume that the potergiafaced by an Internet user is less than its initial wealth
w. Each user may buy at most one cyber-insurance policy framirtburer by agreeing to pay a premiuwnfor

an insurance coverage amountThe cyber-insurance company advertises only one contivaall its customers.
We assume that the level of coverage is not bigger thanRBipérisk. We also assume that the initial wealth of a
user, the size of risk, the cyber-insurance premium, andetred of coverage have the same measurable units. We
also account for the fact that the system does not face tbeniation asymmetry problem. We apply a risk-averse

utility function Up(z, ¢) to Internet users, wher€,(z, c) is defined as

w — pK R if it buys no insurance
Up(z,¢) =
w—z—pK(R—c) ifitbuys insurance,

whereK > 1 is the degr&of risk aversion of a user, assumed to be the same for all uséhe network. When
K =1, a user evaluates its loss to be exadily When K > 1, the user adds an additional negative utility of
(K — 1)R for an idiosyncratic pain due to facing the risk.

We assume that the cyber-insurance agency is risk-neugralit is only concerned with its expected profits. For

an insurance policyz, ¢) sold to a user, the contract is worth
(I1—=p)z+plz—c)=z—pc 17)

to the insurer. Thus, the overall expected profit made by yberinsurance agency by providing the same insurance

service to its entire geographical locality is

1
Gz.c) = /0 (= — pe)dp (18)

Here, we use ‘contract’ and ‘policy’ interchangeably.

2) Welfare Maximizing Insurancélle now determine an optimal cyber-insurance poliey¢), a cyber-insurance
agency interested in maximizing social welfare would pdevto its customers. We assume here that the insurer
values the welfare of each of its customers equally and isnudined to making negative profit. We also assume
that a user can decide whether to buy the policy or not, andtiieainsurer also has the power to decide whether
to provide insurance to a customer, based on its probalofifacing risk.

Problem Formulation. Let the insurer offer a contra¢t, c¢). An Internet user facing a probability of risk, will

8The degree of risk aversion mentioned in this paper couldriyestandard risk aversion measure such as the Arrow-Psktasiersion
measure[[33].
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want to buy cyber-insurance i,(z,c) > Up(0,0). Thus, the following condition must hold for a user to buy
cyber-insurance

w—z—pK(R—c¢)>w-—pKR (19)

or,
z

P2 4o = pilz0) (20)

Therefore, a user buys insurance only if its risk probabiithigher than somewer boundpy,. The lower bound
is dependent on, ¢, and K. We observe that for a fixefl', the lower the value of premium per unit coverage, the
higher is the incentive for a user to buy cyber-insurance.

On the other hand, the cyber-insurance agency may not allevy énterested user to buy insurance. There exists
a particular valuepy, of the probability of risk, for which: = pge. In such a case, the cyber-insurance company
breaks even and the resultiags the fair premium. The insurance agency denies insuragrsice to users whose
probability of risk is greater thapy. Thus,py is the upper boundof the risk probability that a user requiring
insurance can afford if it wants to claim insurance.

A cyber-insurer primarily interested in social welfare adises a contract, ¢) thatmaximizeshe total welfare of
all Internet users in its geographical locality without iaking negative profits. Formally, we frame our optimization

problem as follows.

argmaz, TW = A+ B+ C
subjectto D,

where

A= [z pR(R=clap,

pbL

pL
B = / (w — pK R)dp,
0

1
C= (w — pK R)dp,

PH
PH
D= (z—pc)dp >0
pL
A is the expected utility of all Internet users whose risk rigcprobability, p, lies in the intervaljpr,py]. B
represents the expected utility of users who have no ingetdi buy insurance. The risk probability of these users

lies in the intervall0, pz.]. C' stands for the expected utility of users who want to purchager-insurance, but
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are denied by the insurance agency. Their risk probalsiliie in the interval[py, 1]. Finally, D represents the
constraint of the optimization problem, which states that éxpected profits of the cyber-insurer are non-negative.
Results. We state our results through a theorem. We note that the temofits’ and ‘total user welfare’ refer to
the expected values of profits and social welfare.

Theorem 2. For a welfare-maximizing cyber-insurance contract, théiropl (premium, coverage) pair is (R,R); the

risk probability lower boundpy,, equals+; py = 1; total user welfare,TW, is (w — RZ5=1); and the insurer

2K
(K—1)

profit, P, equals R 4=

Proof. We first express the risk probability boungs, andp, as functions ot, K, andec. In terms ofz, K, andc,

pr is equal toZ; andpy equalsZ. Integrating the left hand side of constraidtin our optimization problem, we

obtain the cyber-insurer profits gs’fc; (KI;JV. Since the profits aralwayspositive, the constrainb is not binding

on the optimization problem. Thus, our constrained optitidan problem turns into the following unconstrained

one.
argmazr; P —Q+T -5,
where
z., K —1
P=(R~- CE)(T)’
1 2 K?2-1
Q=3(R- 05 ("),
z z
T=wl-24 2
w( c + KC)’
and

2 Z2

1
S= KR-G5+ 7 5)

The first partial derivative of the objective function witespect toc evaluates toj—z, which is a strictly non-
negative quantity. Thus, the optimal value of the objectiuection lies at the maximum valuecan assume, i.e.,
R. Substituting the optimat in the objective function, we obtain a new unconstrainednagation problem of a
single variable as follows.

argmaz, X —Y — Z,

where
X =(w- BRI,
Y = (K - Z(K - 1),
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and

Z= (K>~ (5)(K* 1)

The first derivative of the objective function evaluatesﬂgw, which is a strictly non-negative quantity.

Therefore, the optimal value of the objective function l&#s = R, since any premium greater thahis unfair to
an insurance customer and would reduce social welfare.gusibstitution, the optimal (premium, coverage) pair,

(R, R), leads to ap;, value of -, TW value of (w — RZ5=1), and an insurer profit?, equal toRE-1". m

Theorem ImplicationsWe infer that the optimal insurance coverage in a welfare imizing scenario is ‘full
coverage'. Fork = 1 the lower bound of risk facing probability;, is 1, and a user buys full cyber-insurance if it
is sure to face a risk, and in this case the insurer charge$ietst a fair premiumg, i.e., probability of facing risk

x coverage R) = R = premium charged. However, as the degree of risk averseiessiser increases, the value
of py, is less than one, and a user decides to buy insurance forthak®ccur with probability less than or equal
to 1. Intuitively, this result makes sense as more risk avesers are more inclined to buy cyber-insurance even
for risks that do not occur with probability (w.p) 1. Howey@r K > 1, the insurer charges an unfair premiun

i.e., probability of facing riskx coverage R) < R = premium charged, to users who face risks that occur<w.p

1, and charges a fair premium to users who are sure to faceTiigls, the cyber-insurance agency de-incentivizes
higherrisk-averse users to buy insurance when they do not facdéaisdure, to prevent itself from making negative
profits. The profits made by the insurance company also iseregth increase i, and this is true as more users
buy cyber-insurance, i.es; value decreases with increase ih However, the total user welfare decreases with
increase in its degree of risk averseness. This is due toatttetliat our utility function for each user is wealth
based and a user loses more of its initial wealth with in@dasts risk averseness. We emphasize here that the
total user welfare is calculated by implicitly taking intocunt initial precautionary investments of a user. After a
contract is signed between the cyber-insurer and its ¢leenser can decide on its optimal self-defense investments

and evaluate a different utility function for welfare [23].

B. Profit Maximizing Insurance

In this section, we determine the optimal cyber-insuraraley (z, ¢), a cyber-insurance agency solely interested
in maximizing profits (a monopolist) would provide to its tusers. Similar to Section V-A2, we assume that a
user can decide whether to buy the policy or not, and thatrbarér also has the power to decide whether to
provide insurance to a customer based on its probabilityacihfy risk.
Problem Formulation. A cyber-insurer primarily interested in making businessfipg chooses a contra¢t, c)

that maximizests total profit over all users it services. Formally, we fewur unconstrained optimization problem
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as follows.

PH
argmas(e [ (2~ pe)dp
pL

subject to

A+B+C >0,

where

A= [z pR(R=clap,

pL

PL
B = / (w — pK R)dp,
0

wherep;, andpg are defined as above.
Results. We state our result through the following theorem.

Theorem 3. For a profit-maximizing insurance contract, the optimal gprium, coverage) pair |$R2K 7, R);

(K-1)

pL = 54—, pu = 1; and the insurer profitP, equalsRyo— SRR=1)"

Proof. Evaluating the integrand in the objective function, we detae the expression for overall profit as

z z 22
P =cZfmin{2,1) = =] = S [(IminZ, 117 - ()]

cK 2
We observe that the expression is increasing.iifhus, the cyber-insurer maximizes its profit by settingqual

to R. When the premium per unit of coverage is less than 1, theotageoverall profit ISCZ ([;Ki) which is

increasing inZ. The increase in total profit is due to (i) increase in salgsiclvarises due to the increase in the

zK
c

range of insured individuals, i.e., the difference in thegaispy —p;, = 2 — & = , Which increases with

increasing premium per unit of coveragg, and (ii) the mean risk probability also increasing with gremium
per unit of coverage, i.ej}i” pdp = i—j% which increases witly. When the premium per unit of coverage is

greater than 1 and= R, the optimal premium is determined by equating the partiat ierivative ofP to 0, i.e.,

% = A[K?*—£(2K —1)] = 0, which results in a premium equal toRZK 7» where PPUC is the premium
per unit of coverage. The insurer profits when PPUC is less this RE_1" 21{2) and equalsk ((2K )1) when PPUC

> 1. SinceK?2 > 2K — 1 for all K ¢R, the cyber-insurer profits are maximized for PPUCL. Substituting the
values ofz andc¢, we get the lower bound of risk probability @J}s(’%l |

Theorem ImplicationsWWe observe that full insurance coverage is the optimal arstg coverage in case of a profit
maximizing scenario. Apart from the case wh&h= 1, in all other cases ofS, the insurer charges an unfair

premium to its client for a reason similar to that mentionedhie implications of Theorem 2. Taking the limit
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as K tends to infinity, we infer that the the probability lower bal) p;, for a user lies in the interval [0.5, 1].
The value ofpy is obtained from the equatioﬁ%j1 = py R. As for insurer profits and individual user welfare,
they increase and decrease wkhfor reasons similar to those provided in the implicationg’ béorem 2. We also
observe that fori = 1, the monopolistic cyber-insurer makes zero profits. Thiultein in accordance with the

result shown by the authors in_[15] in the context of mongiiinsurance.

C. Comparison Study

We now draw a comparison between parameters we have ewdlimteoth, welfare-maximizing as well as
monopolistic contracts.

From the results in Sectiofs V-A2 ahd V-B, we observe thatojamal premium charged by the cyber-insurers
is more in the case of monopolistic insurers than in the cdssooial welfare-maximizing insurers, which is
intuitive. For Internet users who are sure to face a risk,ntomopolistic insurer charges them an unfair premium
for coverage, i.e., premiuny coverage (except wheR = 1), whereas for welfare-maximizing insurers, the users
who are sure to face risk are charged a fair premium as ing&urast profit maximizing. We also observe that the

profits made by a monopolistic insurer are higher than itfaselmaximizing counterpart, which is also intuitive.

K2(3K—2)

The total user welfare in the profit-maximizing scenariaus- Rm

. To compare the total user welfare

in a profit-maximizing scenario with that of a welfare-makiing scenario, we need to compare the expressions,

Iggﬁ_)f) and 21;‘1. Clearly, the former expression is greater or equal to tleelaltter for all X > 1, equality

holding whenK = 1. Therefore, the total user welfare in the case of a welfaagimizing contract is always

greater than or equal to that of a profit-maximizing cybauimnce contract, equality holding whé&h= 1. The

Iggf_(l—)f) — 2E-11 which is linear withK - the degree of user risk

welfare gap for general values & is § [

averseness.

D. Optimal Cyber-Insurance Contracts Under Informationyfsnetry Scenarios

In this section, we model realistic, i.e., imperfect, senghsurer cyber-insurance markets and address two
informational asymmetry problems arising between the ejfmurer and the insured, vizadverse selectioand
moral hazard In adverse selection, the insurer does not know about ghkecategory of the user it is insuring,
i.e., it does not have knowledge about whether the user igtarigk user or a low risk-user. Moral hazard results
in a situation where a user behaves recklesétgr being insured, knowing the fact that it would be covered. A
cyber-insurance agency is most likely to make losses if @sdoot properly account for information asymmetry in
its insurance contract. In this section, we design optinyhkecinsurance contracts under information asymmetry.

Our analysis is suitable to scenarios of non-cooperatioongst Internet users, as we firmly believe that it is quite
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unlikely that users would be cooperative in regard to engusbcial welfare and at the same time behave recklessly
themselves.

1) Model: We assume two classes of users, one which has a high charmargj fisks and the other which has
a low chance. We term these classes as ‘LC’ and ‘HC’ respsygtitet (1 — ¢) be the proportion of users who
run a high chance(low chance) of facing risk of sieaespectively. However, on grounds of adverse selection the
insurer cannot observe the class of any user. We considecases relevant to adverse selection in the Internet:
1) the insurer as well as the insured user have no knowledget athich risk class the user falIsHirand 2) the
insurer has no knowledge of a user’s risk class but the usgrir@s this knowledge (through third-party agencies)
after signing the contract but before it invests in selfethske investments. We assume that each user in class
ie{LC, HC} invests an amount; in self-defense mechanisms after signing an insuranceasintvhich reduces
its probability p; of being affected by Internet threats. We list the followimgthematical properties related to our
risk facing probability functiorp, for users in classesC and HC.

« p(z) is a twice continuously differentiable decreasing functioith 0 > p/ (z) > ply(x) andp!(x;) > 0,

i.e., investments by users in class LC are more effectiveeducing the loss probability than equivalent
investments by users in class HC.

e puc(z) > pre(z).

e 1> pyo(z) > pro(x) >0, Vae|0,00).

We model moral hazard by assuming that the cyber-insuranatavbserve or have knowledge about the amount
of investments made by the insured. Regarding user invessmapart from the self-defense investments made by
a user, we assume a certain minimum amount of base investroenaluebinv made by an Internet user of class

i prior to signing insurance contracts, without which no user cainbered. Thu;(binv) is the highest chance
of risk a user of class may face.

The insurance company accounts for adverse selection amal mazard and designs an insurance contracts of
the formC = (z, ¢), for users in clasg e {LC, HC'}, wherez is the premium and is the net coverage for users.
An Internet user adopts the insurance contract and invessli-defense mechanisms to achieve maximum benefit.
We measure the benefit of users of a particular risk classa utility, which is expressed as a function of contract
C} and self-defense investments We define the utility function for a users in risk clasand facing a risk of

value R as an expected utility of final wealth, and it is expressed as

EU;(Ck,x;) = pi(zi)u(wg — R+ cx) + (1 — pi(x;))u(wo — 2x), (21)

This situation may generally happen when the users do netderaruthful information to insurance agency questioremand the insurer
cannot estimate the value of correlated and interdepeniskst posed to users.



23

where wy is the initial wealth of useri and z; is the amount of self-defense investment it makes afdis
a increasing continuously differentiable function({;) > 0,u”(z;) < 0) that denotes the utility of wealth.

Differentiating Equation 17 w.r.tz;, we get the first order condition as
— () [u(wo — 21) — u(wo — R+ )] =0 (22)

The first order condition generates the optimal self-deféngestment for userthat maximizests expected utility

of final wealth. In the following sections we analyze optirogber-insurance contracts under the presence of moral
hazard when 1) neither the insurer nor the insured has aonyniattion regarding the risk class of a user and 2)
the insurer does not have information regarding user classhie insured acquires information after signing the

contract but before making self-defense investments.

E. Neither the Insurer Nor the Insured Has Information

An Internet user does not know its risk class and thereforaaiximizes its expected utility of final wealth by
setting its probability of loss equal to an expected prolitgbialue of p,(z) = Opuc(z) + (1 — 0)pre(z) and
solving Equation 22. We assume that the valueg@f(z) andprc(x) are common knowledge to the insurer and
the insured. The cyber-insurer on the other hand, maximitsegrofits by offering a contraat’,. = (zax, Cax)-

The optimization problem related to an insurer’s profit igegi as

argmaxza,ca,)\a,pa,pOQOc[l - pa(xa)za — Pa (woz)ca]

subject to
Ua(ca*,xa*) - Ua(oafﬂo) > 0, (23)
— Pa(xa)[w(wo — 24) — u(wy — R+ ca)] = 0, (24)
— pl (wo)[u(wy) — u(wp — R)] =0, (25)

where ¢, is the number of cyber-insurance contracts sold by the érsandz, is the amount of self-defense
investments when no insurance is purchasedp., po are the Lagrangian multipliers related to constraints 23,
24, and 25 respectivelyr could be considered as the risk class that each user feeis, i&s it does not have
perfect information about whether its in clasé’ or HC'. Constraint 23 is the participation constrafiridividual
Rationality) stating that the expected utility of final wealth of a user fleast as much with cyber-insurance as
without cyber-insurance. Constraints 24 and 25 state thetriet users will invest in optimal self-defense invesitae
S0 as to maximize their utility of final wealth, and this is ixaet accordance to what the cyber-insurer wants (i.e.,

to avoid moral hazard). On route to solving our optimizatwablem, we derive the Lagrangian [27] and first order
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conditions, but omit it in the paper due to lack of space. Oainmaim to solve the optimization problem is to
only find whether the solution entails full insurance cogerar partial insurance coverage.

The optimization problem presented in this sectiois an example of a generatincipal-agentproblem. The
Internet users (agents) will act non-cooperatively agtyitihaximizers, whereas the principal’s problem is to dasig
mechanism that maximizes its utility by accounting for adeeselection and moral hazard on the client (agent) side.
Thus, the situation represent8Bayesian game of incomplete informatif&). According to Palfrey and Srivastava
[25], there exists aimcentive-compatible direct revelation mechanig4] for the problem implementable in private
value models, where users do what the insurer desiresifivest optimally in self-defense investments), provided
the constraints in the optimization problem bind, and thersiglo not useveakly dominated strategid5] in
equilibrium.

Result and IntuitionThe solution to the optimization problem in the binding ctswels tofull insurancecoverage
as the utility function tends to become increasingly riskrae, ancpartial insurancecoverage otherwise. It also
generates gooling equilibriumcontra@, which is unique and entails partial cyber-insurance cayerat fair
premiums.Thus, we infer that a partial insurance coverage is optinaalthe cyber-insurer to provide to its clients
as it accounts for the uncertainty of user risk typesuitively, a pooling equilibrium works as neither the umer nor
the insured has any information on user risk type and as & tesucyber-insurer is not at a disadvantage regarding
gaining risk type information relative to the Internet wseFhe pooling equilibrium establishes the existence of a
market for cyber-insurance.

1) Insurer Has No Information, Insured Obtains Informati&fier Signing Contractin this scenario, we assume
that the insurer does not have information about the risksctd a user and it cannot observe the risk class if the
user obtains information from any third party agency. Sirthe cyber-insurer is the first mover, it will account for
the fact that users will be incentivized to take the help ohiedtparty. We consider the case where the user may
acquire information, and based on the information it dexide its self-defense investments.

Let U, (Ck,z) be the utility of a user in risk class for a contractC, when it cannot observe the risk class it
isin. Let0Ugc(Ck,z) + (1 — 0)Unc(Cy, x) be the utility of the same user when it can get informationualits
risk class from a third party agency. Thus, we denote theevafugaining information to a user i87(Cy) and its
defined as

VI(Cy) =0Ugc(Cr,x) + (1 — 0)Ugc(Cryx) — Uy (Cry ), 0<0 <1 (26)

We emphasize thdt' I(Cy) is zero if there is only type of risk class in the market. Nowalg, be the solution to
Equation 18, for risk class and contracC},. Sincep’ . < pl, < p/yc. for contractCy, we haverpcy > zar >
We also note that the optimization problems in the forthcapsections are all examples of general principal-agertilenas.

1A pooling equilibrium is one where the cyber-insurer has shene policy for both the classes (high and low risk) of useis the
contract is in equilibrium.
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xgck. Thus,VI(Ck) > 0 due to the following relationship
Ui(C’k,wik) > Ui(Ck,xak), ie{LC, HC} (27)

The cyber-insurer maximizes its profits by offering a coettd; = (z4, c4). The optimization problem related to

an insurer’s profit is given as

Argmaz., e,z pupe O Gl — Pi(Ta)za — pi(Ta)cd]

i=LC,HC
subject to
Ui(C’d,xd) — Ui(O,xo) >0, iE{LC, HC} (28)
— pli(za)[u(wo — 2zq) — u(wg — R+ cq)] =0, ie {LC, HC} (29)
— P (o) [u(wo) — u(wo — R)] =0, ie {LC, HC'} (30)

whereg; is the number of cyber-insurance contracts sold by the @rdar class andz is the amount of self-defense
investments when no insurance is purchase; , p;o are the Lagrangian multipliers related to constraints 28, 2
and 30 respectively. Constraint 28 is the participationst@mnt (Individual Rationality)stating that the expected
utility of final wealth of a user is atleast as much with cylresurance as without cyber-insurance. Constraints 29
and 30 state that Internet users will invest in optimal delfense investments so as to maximize their utility of
final wealth (moral hazard constraints).

Result and Intuition:The solution to the optimization problem in the binding caesults infull insurance
coverage ifVI(Cy) = 0 and partial insurancecoverage ifI(Cy) > 0. If VI(C) > 0, which is most likely the
case, a user would prefer to have information on its risksckasd accept contract, rather than accept contract
C.+« (based on utility comparisons). Our optimization probldsoaenerates pooling equilibriumcontract, which
is unique, and entails partial coverage at fair premiufiifsus, we infer that the cyber-insurer finds its optimal
to provide partial insurance coverage to its clients as itagnts for uncertainty of user risk typdstuitively, a
pooling equilibrium works as neither the insurer nor theunesl has any information on user risk typeforethe
user signs the contract, and as a result the cyber-insunet iat a disadvantage with respect to gaining information
on risk type relative to Internet users.

2) Insurer Has No Information, Insured Obtains InformatiBnior to Signing Contract:In this scenario, we
assume that the insurer does not have information aboutgkelass of a user and it cannot observe the risk class
if the user obtains information from any third party agemeior to signing the insurance contract. However, in

this scenario a user that knows its risk type is at a signifieadwantage. Since, the cyber-insurer is the first mover,
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it will account for the fact that users will be incentivized take the help of a third party. We consider the case
where the user may acquire information about its risk typergo signing the insurance contract, and based on
the information it decides on the contracts and in turn itédefense investments. We note here that users who
remain uninformed will choose contra€l; as its beneficial for the users to imitate the the low risk tygers
than be of the ‘expected’ type.

We denote the value of gaining information to a useVd$Crc,VIgc) and its defined as
VI(Crc,Crc) = 0Unc(Cuc,ruc) + (1 — 0)Urc(Cro,vrc) — Ua(CLe,zro), 060 <1 (31)

The cyber-insurer maximizes its profits by offering a cocit@; = (z4, ¢cq). The optimization problem related

to an insurer’s profit is given as

ATGMaTz; i Xiyij,pijpio Z qz[l — D (‘Ti)zi — D (wi)ci]

i=LC,HC
subject to
Ui(Cy, ;) — Ui(0,20) > 0, ie {LC, HC} (32)
Ui(Ci,l’i)—Ui(Cj,l’j) 20, ’i,jE{LC,HO} (33)
— pi(za)[u(wo — 2;) —u(wp — R+ ¢;)] =0, ie {LC, HC'} (34)
— pi(zj)[u(wy — zj) —u(wo — R+¢;)] =0, i, j e {LC, HC} (35)
— P (o) [u(wo) — u(wo — R)] =0, ie {LC, HC'} (36)

whereg; is the number of cyber-insurance contracts sold by the @rdar class andz is the amount of self-defense
investments when no insurance is purchasedy;;, p;;, pio are the Lagrangian multipliers related to constraints
32-36 respectively. Constraint 32 is the participationstmaint stating that the expected utility of final wealth of a
user is atleast as much with cyber-insurance as withoutrdagsarance(Individual Rationality) Constraint 33 is
the incentive compatibiliticonstraint, which states that users prefer to accept adntthat are designed to appeal
to their types. Constraints 34, 35, and 36 state that Intereers will invest in optimal self-defense investments so
as to maximize their utility of final wealth.

Result and Intuition:Our optimization problem generatessaparating equilibrium:ontrac@, which is unique
and entails partial cyber-insurance coverage at fair premi Thus, even in this case, the cyber-insurer finds it
optimal to provide partial insurance coverage to its clieras it accounts for the uncertainty of user risk types.

12A separating equilibrium is one where the cyber-insurer different insurance contracts for both the classes (high law risk) of
users and the contract is in equilibrium.
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Intuitively, a separating equilibrium works as the cyhestirer is aware of the fact that Internet users have risk
type information before they lay down the contracts and tilass different contracts for different types. In terms
of optimal contracts and cyber-insurer profits, the insiservorse off than in the no-information case because in
the latter case, the insurer extracts all user surplus,edsen the former case, it extracts full surplus from the low
risk type users but only extracts partial surplus from higgk type users. The separating equilibrium establishes
the existence of a market for cyber-insurance.

We have the following proposition based on the results &f $leiction on information asymmetry cyber-insurance
scenarios.

Proposition 1: When neither the insurer nor the insured have any infornmategarding the risk class of a user,
the cyber-insurer provides full insurance coverage to gerns as their utility function becomes limiting risk averse
and partial insurance coverage otherwise.

If the insurer does not have any information regarding the&krclass of an insured, but the insured can gain
risk class information after signing the insurance contraben an insured who incurs zero cost for obtaining
information finds it optimal to accept a cyber-insurance ttact that provides it full insurance coverage while it
finds it optimal to accept partial insurance coverage if tlestcof obtaining information is greater than zero.

If the insurer does not have any information regarding trek rélass of an insured, but the insured can gain risk
class information before signing the insurance contrasgruwelfare increases and cyber-insurer profit decreases,
when compared to the previous two cases.

In all the three cases of information asymmetry there exastaarket for cyber-insurance for single insurer

cyber-insurance environments.

VI. CONCLUSION

In this paper, we developed a general mathematical theocylwdr-insurance contract pricing and user security
investments in the Internet for single insurer cyber-iagge markets. We showed that in case of perfect insurance
markets with no information asymmetry, full insurance aagge is the optimal coverage offered by the cyber-insurer,
and cooperation amongst Internet users leads to betteseatefense investments w.r.t. improving overall networ
security. In the case of imperfect cyber-insurance enwiremts where users are generally non-cooperative, we
showed that partial insurance is the optimal cyber-instgaroverage offered by a profit-maximizing cyber-insurer.
Through our models, we also show that the market for cybmsremnce exists in single cyber-insurer insurance

models for both, ideal and non ideal cyber-insurance enwients.
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